ZAProxy XML to OWASP DEF

This document will describe some of the mapping between ZAProxy XML and OWASP DEF.

|  |  |
| --- | --- |
| **ZAProxy XML Fields and corresponding OWASP DEF fields** | |
| **ZAProxy Field Name** | **OWASP Def Field name** |
| <OWASPZAPReport generated=*""* version=*""*> | <OWASP-DEF SpecVersion=*"0.1"*>  <Date-Time>  <Software-Version> |
| <site host=*""* name=*""* port=*""* ssl=*""*> | <Host name=*""* ip-address=*""*>  <Port protocol=*""* portid=*""*> |
| <alerts> | <Vulnerability Severity=*""*> |
| <alertitem> | <Finding NativeID=*""* IdentifiedTimestamp=*""* UniqueID=*""*> |
| <pluginid> | <Finding NativeID=*""* IdentifiedTimestamp=*""* UniqueID=*""*> |
| <alert> | <Summary> |
| <riskcode> | <Vulnerability Severity=*""*> |
| <reliability> | <Confidence Level=*""* AuditStatus=*""* /> |
| <riskdesc> | <Vulnerability Severity=*""*> |
| <desc> | <Description> |
| <uri> | <URL> |
| <param> | <Parameter> |
| <attack> | <Request>  <Additional-RequestData>  <Data name=*""*></Data> |
| <otherinfo> | <Further-Info name=*""* url=*""* /> |
| <evidence> | <Response-ScreenShot> ? |
| <solution> | <Remediation> |
| <reference> | <Further-Info name=*""* url=*""* /> |
| <cweid> | <Classification type=*""* id=*""* href=*""*></Classification> |
| <wascid> | <Classification type=*""* id=*""* href=*""*></Classification> |